Skip to main contentSkip to navigationSkip to footer
[image: York College]	Search
	Menu

	Future Student
	Current Student
	Faculty / Staff
	Alumni / Friends
		Home
	Infrastructure	CUNY eduroam Wi-Fi Hotspots
	My Password
	Password Policy
	PC Reservation
	Proofpoint End User Digest
	VPN Access
	Wired Connections
	Wireless Connections


	Service Delivery	Email - Students
	IT Support (Start Here)
	Outlook App Setup
	Qualtrics
	rDirectory
	Schedule Builder
	Y-Connect Portal
	Student Access Resources


	Web and Business Intelligence	Copyright Infringement
	Website Disclaimer
	Website Hosting for Faculty
	Website Privacy Policy
	CMS Sample Content







[image: Section Home]
Using Caution with Email Attachments & Links
While email attachments are a popular and common way to send and receive documents, they are also a common source of viruses and spam. While our ProofPoint appliance blocks most spam in email, and our virus detection software will screen most malicious attacks caution should still be used when opening attachments, even if they appear to have been sent by someone you know. This PDF from the US-CERT department outlines general guidelines that are part of best practices when it comes to security awareness with email attachments.
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